GuardPoint 10

VMS Local Server Setup (0.0.1.0)

Our Visitor Management System works by sending a QR code via email to the visitor’s phone.

They can then gain secure and contactless access to your building straight from their

%

The VMS allows the visitor to pre-book a visit via a registration page and can be required to accept

smartphone.

custom T&Cs, GDPR and health & safety policies with a signature. Acceptance is then approved via a email
notification and a QR code then emailed to the visitor’s phone. You can then be notified of the visitors
arrival and create reports on your visitors movements through GuardPoint 10.

The Setup for Sensor VMS is as follows:

1. The license must have API set to Yes.

Registered License (Entry)

Ares Yes

2. In the Options > General screen, make sure Pass events to APl and Allow duplicate names are
enabled.

General definitions Communication Settings

Default Reader Type Proximity 125kHz Daily program time zones

Allow duplicate names Check cardholders validation every

Unigue cardholder number required ® nO Skip a repeating alarm

Use special days ® o Display Script field in controller details
Monday Pass events to API

® no Display ELSGW Lift

3. Users who will be logging into the Web Module must have Allow API set to Yes in the GuardPoint
10 Users screen.

User name Email Allow Al (YES_ @
Password Office Phone APl key 00000000-0000-0000-0000-000000000000

Maobile Phone

Last Name admin Address

First Name admin

Language English

Attached profile Administrator |:| Show Profile Data |:| Show Multiple Access Groups Data
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4. Unzip and open the VMSLocalServer folder on the same server as the GP10 installation, and double-
click on JSONedit.exe.
[ J50Nedit.cfg
1€ JsONedit.exe
[2] liberypto-1_1.dll

5. Under Admin click on host. This will be where the link in the registration approval emails will be
directed to. Change the value to the IP address / name of the server.
(Remember to keep “http://” at the start and the port number at the end)

6. Next port is the port on which the server will be hosted. You can leave this as default (8004).

7. Finally emails is a list of the email addresses that will be sent the registration approval emails.
If you need more email addresses, right-click on the exiting email and click Duplicate node.

O [main_config.json] - [.] - JSOMedit — O >
File Search View Tools Snippets  Configuration Help

B root
E"ﬁeplcy
. |string j
- localserver: true
-+ localserver name: VMSLocalSerwver Mame Up |Down
+ lambrda function: null
) - host
B Rdmin
RWhost: http:  LOCALHOST: 2004
- port: 8004 Value

—~eFails hEE:ﬁEOCALHOSPBDD4

El- BequestDatabase

Text

Mode type

[ Ligt[ Tree

“max records: 10

-name: Sensor Access Tech

- logo: iVBORWIEGgoRARRRNSThEUgRRAMgRRADICRAYR
- TEC: Terms and Conditions

Fl-palette

B =E1d

- base url: http://LOCRLHOST:10&55

- token pwd: Lorem ipsum dolor sit amet

Fl- badge

- Sendgrid

Luapi_key: S5c.zehj¥ankSoyrPIm4Cl1Pl 8w _ GkuFHJIg
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8. When you are done, click File, Save.

9.  Start the server application VMSLocalServer.exe.

2 VCRUMTIMET40.dII
@ VMSLocalServer.exe

| VMSLecalServer.exe.manifest

10. You should see the following console screen. You can now connect to the web interface with the
server’s IP address / name and the port number

Sensor VMS Home

11. If the console screen does not appear, double check the settings are correct and let us know at
support@sensoraccess.co.uk.
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